INTRODUCTION

Technology and Violence: Conceptual Issues Raised by the Rapidly Changing Social Environment

David B. Sugarman
Rhode Island College

Teena Willoughby
Brock University

The present article serves as an introduction to the special issue on violence and technology. With the rapid development of computer technology and the creation of the Internet’s communication web, individuals have become more exposed to violent stimuli. The traditional forms of bullying that have typically characterized school and work environments now have migrated to cyberspace. This article attempts to set the stage for these research studies and offer some future directions for research and policy.
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Advances in technology are extensions of human behavior and culture. They represent artifacts or creations that aid in accomplishing a particular task (Killick, 2004; Pfaffenberger, 1992). As the requirements of a particular task evolve, so does the technological response to that task. Technology gives individuals options for performing tasks. Having the newest, most advanced computer or cell phone offers individuals a potential increase in communication speed and greater flexibility in the type of information that can be transmitted. Cell phones no longer function solely as a telephone, but can now serve as an entertainment device, an Internet connection, a video camera, and an audio recorder. Moreover, individuals can produce a similar if not an equivalent outcome through various technological avenues (Killick, 2004). This suggests that technological choice not only represents individuals’ goals, but may be influenced by the values and beliefs held by societal members. The loss of a cell phone does not have the sole consequence of an inability to communicate with important others, but now actually may represent a loss of self (e.g., one’s contacts, appointments, pictures, preferred music, etc.). Thus, technology is imbued with social meaning.

Technological advances have had a role in altering violent behavior. Perhaps the most salient exemplar of this role is military conflict. From the invention of slings, axes, and bows to the amassing of nuclear and biological weapons, technology has increased the efficiency and the ease by which people can harm others (DuPuy, 1984). Technology has enabled the harming of more people at greater distances with greater speed. Greater miniaturization has made weapons more difficult to detect, and the need for personal proximity has decreased. Piloted from safe bases miles distant from the conflict, relatively small smart bombs, and armed drones can destroy enemy encampments and other critical military targets.

The ubiquitous changing technology has also impacted how violence occurs in everyday life. Acts of violence have expanded from school yard bullying (Olweus, 1978) and offline intimate partner violence (IPV; Gelles & Straus, 1988; Straus, Gelles, & Steinmetz, 1980) to cyberspace with cyber-bullying (Dempsey, Sulhowski, Dempsey, & Storch, 2011) and cyber-stalking (Pittaro, 2007; Reynolds, Henson, & Fisher, 2011). A range of newer communication devices (e.g., GPS, cell phones) may serve as
aids for individuals who stalk their intimate partners (Southworth, Finn, Dawson, Fraser, & Tucker, 2007). Within audio-video technology, the issue of violence has gone beyond the role of filmed violence on aggressive behavior (Bandura, Ross, & Ross, 1963) to include violent video games (Anderson et al., 2010; Ferguson, 2011). Through the Internet, hate groups can now join together, prompting a collective identity, the sharing of information and action plans (Perry & Olson, 2009). The series of articles presented in this special issue examine a number of central issues regarding technological changes that apply to violent behavior.

**New Technology Can Create a New Medium for Interpersonal Bullying and Aggression**

Although advancing technology has improved the quality of life for many individuals, potential negative consequences can accompany these improvements. For example, social networking websites permit considerable self-expression and a larger social network, but they can also serve as new arenas to harass, humiliate, or threaten another person (Patchin & Hinduja, 2006; Ybarra & Mitchell, 2004). Technological forms of aggression are often referred to as cyber-bullying or cyber-aggression and encompass a variety of online behaviors, such as the sending of hurtful messages and photos via computers and cell phones (Kowalski, Limber, & Agatston, 2008). Interest in cyber-bullying is especially strong today given the widely publicized recent suicides of youth who were victims of cyber-bullying (e.g., Megan Meier, Phoebe Prince, Amanda Todd, etc.), and many of the article in this special issue deal directly with this issue.

While extensive research has been conducted on offline aggression and bullying (e.g., physical and verbal harassment, social exclusion, etc.), research on cyber-bullying is still a growing field. Many studies on this topic have exhibited variations in terminology, definitions, and assumptions that have made it challenging to generalize across studies. For example, there is inconsistency in the extent to which researchers examining cyber-bullying follow the distinction made between aggression and bullying in the offline aggression literature. *Offline aggressive behavior* is defined as behavior that is intended to harm another individual (Coie & Dodge, 1998), whereas *offline bullying* is typically understood as a more specific form of aggressive behavior that not only encompasses intention to harm, but also involves repetition and an imbalance of power between the perpetrator and the victim (Olweus, 1978). Some researchers argue that cyber-aggression and cyber-bullying also need to be distinct terms, with cyber-bullying requiring the inclusion of all three core components of offline bullying (i.e., intentionality, repetition, and imbalance of power; e.g., Vandebosch & van Cleemput, 2008; Ybarra, Boyd, Korchmaros, & Oppenheim, 2012), and cyber-aggression requiring only intent to harm, similar to offline aggression. Yet, repetition and imbalance of power are difficult to assess in the online setting.

For example, a single aggressive act such as the posting of a derogatory video on YouTube might not meet the traditional criteria of repetition, but yet the posting the video might be accessed by many people and may remain online permanently, with the result that it can be repeatedly watched (Slonje & Smith, 2008; Wolak, Mitchell, & Finkelhor, 2007). Thus, the repetition may not involve the primary perpetrator but instead may be carried out by other individuals (Slonje, Smith, & Frisen, 2013). Moreover, power imbalance may result from the anonymity of the Internet (although this may be changing—see Mishna, Cook, Gadalla, Daciuk, and Solomon [2010] for findings that suggest most victims know the identity of the perpetrator) or from the perpetrator having more advanced technological skills than the victim (Dooley, Pyzalski, & Cross, 2009), rather than from differences in social status, age, or physical size, characteristics typically explored in offline bullying. This redistribution of power perspective gains support from findings that traditional offline victims will frequently go to the Internet to seek revenge (König, Gollwitzer, & Steffgen, 2010).

As a result of the difficulty in assessing repetition and imbalance of power in an online environment, many researchers, including several of the authors in this special issue, adopt the term *cyber-bullying* even when repetition and power imbalance are not assessed. For example, Bauman and Newman (2013, this issue) and Low and Espelage (2013, this issue) used the term *cyber-bullying* for the measure of online
aggression in their studies, and defined it as electronic transmission of aggressive behavior with no requirement of repetition or power imbalance. Others, such as Jones, Mitchell, and Finkelhor (2013, this issue) suggested that online aggression without repetition and power imbalance should be labeled as online harassment rather than cyber-bullying, whereas Runions et al. (2013, this issue) labeled acts of aggression that do not involve repetition and power imbalance as cyber-aggression. Moreover, Schnurr, Mahatmya, and Basche (2013, this issue) used the term cyber-aggression rather than cyber-bullying in their article because they did not require evidence of repetition, although they included a focus on power imbalance given that they examined whether there was a moderating effect of cyber-aggression on the link between dominance and IPV. Although the terminology differs across the articles in this special issue, it is significant that all of the authors use a similar operationalization of online aggression in their studies, in that no authors other than Jones et al. (2013, this issue) included a question on repetition (although Jones et al. focused on online harassment rather than online bullying and the repetition question is not given special attention in their article), and only Schnurr et al. (2013, this issue) addressed power imbalance (made possible because their study examined IPV among known romantic partners).

There also is controversy over whether cyberbullying is a unique form of bullying that differs from traditional offline bullying (e.g., Dooley, Pyzalski, & Cross, 2009), or whether it is similar to offline bullying but just carried out through a new medium (e.g., Menesini & Nocentini, 2009). According to Runions et al. (2013, this issue), “McLuhan’s (1964) famous dictum ‘the medium is the message’ indicates that our interpretation of content is influenced by the media on which it is received, that any communicative technology will alter the informational content perceived by the participant, and that each new medium will bear its own distinct influence on how people perceive information obtained via that medium” (p. 5). Runions et al. applied the Social Information Processing Model (Crick & Dodge, 1994) to propose that McLuhan (1964) was correct about the influence of the message medium. They argued that offline bullying and cyber-bullying are qualitatively distinct based on the affordances and norms available with technology, such as the availability of fewer social cues, the prospect of an “unknowable” audience, the issue of privacy vulnerabilities, and so forth. Theoretically these forms of aggression may be qualitatively distinct; however, whether they are empirically distinct is another issue.

If cyber-bullying and offline bullying are distinct phenomena, we would expect to see little association in victimization/perpetration rates between online and offline bullying. In their Youth Internet Safety Survey, however, Ybarra and Mitchel (2004) found that approximately half of students who were bullied online also reported being bullied offline (also see Raskauskas & Stoltz, 2007; Ybarra, Diener-West, and Leaf, 2007). Ybarra and Mitchel (2004), in fact, concluded that “For some youth who are bullied, the Internet may simply be an extension of the schoolyard” (2004, p. 1313), a point supported by other similar findings (Dempsey et al., 2011; Erdur-Baker, 2010; Smith, Mahdavi, Carvalho, Fisher, Russell, & Tippett, 2008). Recently, Shaw and Cross (2012) surveyed a representative sample of 106 Australian schools to examine whether online bullying and offline bullying clustered in any particular set of schools. Instead, they found that online and offline bullying had similarly uniform prevalence rates across the sites.

To evaluate the equivalence of cyberbullying and offline bullying, a second approach focuses on differences among the risk factors that predict these behaviors. The degree to which different factors emerge as predictors of the two behaviors would support the suggestion that they may be distinct constructs. Using longitudinal data (and in the context of race and gender), Low and Espelage (2013, this issue) found that at the simple bivariate level, cyberbullying and offline bullying shared risk and predictive factors. For example, empathy, depression, and the use of alcohol or drugs appeared to be associated with both online and offline bullying. However, findings from their longitudinal regression analyses when risk and protective factors were considered simultaneously, while controlling for race, gender, and previous bullying scores, indicated little overlap among predictors, with the exception of parental monitoring.
Youth’s perceptions of online and offline bullying represent a third strategy for evaluating the distinctiveness of these two constructs. Chen, Liu, and Cheng (2012) requested Taiwanese secondary school students to rate the seriousness of acts of relational, verbal, physical, and online bullying. In this cultural context, relational bullying and online bullying were reported as the more serious acts of the four categories. These results are in stark contrast to studies that indicate that physical attacks are deemed the most serious when compared to verbal and relational bullying (Ellis & Shute, 2007; Hazler, Miller, Carney, & Green, 2001). Unfortunately, the ability to directly compare these findings is difficult given the differences in sample ages (child vs. adult), culture (Western vs. Eastern samples), and whether online bullying behaviors were included or not. Bauman and Newman (2013, this issue) directly contributed to this debate by assessing differences in the degree of distress that individuals would feel if presented with comparable offline bullying and cyber-bullying behaviors. For example, an offline bullying behavior would involve having a cartoon belittling the victim posted in the classroom, whereas the cyber-bullying behavior would include having the cartoon posted on a website. Bauman and Newman found that differences in perceived distress were not due to the communication medium, but instead were a function of the nature of the bullying incident as well as the victim’s gender.

Another dominant issue regarding cyber-bullying is whether prevalence rates for cyber-bullying are increasing over time, given the ubiquitous use of advanced technology today. Large-scale cross-sectional studies of adolescents estimate that the prevalence of cyber-bullying ranges from 9% to 50% (e.g., Ybarra, Mitchell, Wolak, & Finkelhor, 2006; Kowalski & Limber, 2007; Li, 2007; Mishna et al., 2010; Williams & Guerra, 2007). The wide range in estimates may be a result of differences among studies in how cyber-bullying is assessed. For example, studies indicating low prevalence estimates generally provide a definition of bullying prior to asking participants to identify whether they have been bullied, whereas studies reporting high estimates tend to assess these behaviors without an a priori labeling of these acts as bullying. Thus, some online bullying behaviors may not be perceived as bullying by adolescents. Similarly, some perpetrators of online bullying may not necessarily intend to harm the other person.

In fact, Mishna et al. (2010) asked 2,186 middle and high school Canadian students to indicate first whether they were the target of any online aggressive behaviors or if they had engaged in online aggressive behaviors, without labeling these behaviors as bullying, and then added questions on whether they felt that they had been bullied or had bullied others online. The difference in prevalence rates was significant. Although 50% indicated that they had experienced online aggressive behaviors and 33% reported that they had engaged in online aggressive behaviors when the questions were not labeled as bullying, only 14% of these adolescents indicated that they had been bullied or had engaged in bullying others online when explicitly asked about whether they had experienced bullying.

Some of the variability in prevalence rates also may be due to growth in the use of technological devices such as laptops, iPads, and cell phones over the last decade, as well as the rapid increase in use of social networking sites among youth. Little is known, however, about trends in online bullying across time. One of the few datasets available for exploring this issue is the Youth Internet Safety Survey (Finkelhor, Mitchell, & Wolak, 2000), and Jones, Mitchell, and Finkelhor (2012) in this special issue report on their latest findings on online harassment behaviors from this dataset. They found a small increase in online harassment from 6% in 2000 to 11% in 2010, but only for girls. Importantly, their results indicate that only 5% of the youth in 2010 reported experiencing serious harassment. Jones et al.’s finding is significant as it helps offset concerns that rates of online bullying might be increasing dramatically over time and draws attention to the importance of assessing how online bullying incidents are perceived by the victims of these acts.

New Technology Can Create New Methodological Tools for Examining Research Questions in the Violence Field

Although new technology can serve as new arenas for violence, advanced technology can also aid researchers and practitioners in their efforts to investigate violent behavior and de-
velop potential forms of intervention and prevention. For example, the study by Saleem and Anderson (2013, this issue) demonstrated that video games provide a useful tool for manipulating how ingroup/outgroup biases might impact on aggression. In two experimental studies, Saleem and Anderson found that games containing elements of terrorism and stereotypical depictions of an ethnic group induced more negative attitudes and negative affect toward that group than games without these elements. Although these findings are important for highlighting the potential harm of negative video game portrayals on intergroup relations, the findings also suggest that video games might be used as an important tool for intervention and prevention purposes, such as for alleviating in-group/outgroup biases. For example, by portraying commonly stereotyped ethnic groups more positively in video games, attitudes and affect toward that group might be improved.

Importantly, new technology also can allow researchers to obtain more precise assessments of proximal factors that lead to violence. Most of the research on partner violence, for example, has focused on distal risk factors rather than behaviors that occur in the minutes or hours preceding interactions among intimate partners. By using an electronic daily diary study design called ecological momentary assessment technology (EMAT); however, Elkins, Moore, McNulty, Kivisto, and Handsel (2013, this issue) are the first to examine the role of proximal anger in predicting current violent behavior in college dating relationships. The authors found a clear temporal relation between anger just prior to interactions between intimate partners and subsequent psychological, physical, and sexual aggression perpetration. Not only are these findings important for increasing our understanding of the role of anger in predicting violence, the study offers clear evidence of the benefits of using an electronic daily diary design for increasing participant compliance and for decreasing retrospective memory problems, important limitations when assessing violent behavior.

Where Do We Go from Here?

All of the authors in this special issue offer insights into future directions for violence research, intervention, and policy. The first two suggestions are methodological in character. Elkins et al. (2013, this issue) applied EMAT to gain a new understanding of the relationship between anger states and IPV. This method improves assessment of the temporal sequencing of variables and the evaluation of whether individuals who show greater within-subject variability on a characteristic respond more or less aggressively than individuals who show lower within-subject variability (Kernis, 1993). For example, EMAT would offer a valuable extension to the work done by Webster, Kirkpatrick, Nezlek, Smith and Paddock (2007), who had college students nightly report their self-esteem on an Internet site to assess a self-esteem/attitudinal aggression relationship.

The second methodological suggestion is the importance of including implicit measures in studies, as demonstrated by Saleem and Anderson (2013, this issue). They pointed out that the continuous exposure of a specific group as an enemy in a videogame could prompt automatic discriminative behavior. Similarly, Bluemke, Friedrich, and Zumbach (2010) found that violent video game play led to an increase in implicit aggressive self-concept but not explicit aggressive self-concept. In the IPV literature, Eckhardt and his associates (Eckhardt, Samper, Suhr, & Holtzworth-Munroe, 2012) compared men in an IPV treatment with nonviolent men on their attitudes toward violence. On the explicit measure, no reliable differences emerged; however, the IPV treatment group exhibited more positive implicit attitudes than the control group. Moreover, including implicit measures of attitudes and behaviors would be relevant for testing Runions et al.’s (2013, this issue) extension of the Social Information Processing model (Crick & Dodge, 1994) to online bullying, specifically to study the automatic processing or preemptive processing of social information. In addition, Bauman and Newman’s (2013, this issue) research on people’s perceptions of online and offline bullying would benefit from the assessment of implicit measures.

Overall, the authors in this issue have generated a wide assortment of avenues for the examination of violent behavior. First, the consequence of chronic exposure to violent stimuli emerged as one theme. Saleem and Anderson (2013, this issue) saw the need to investigate the long-term of effects of violent group stereotype exposure. Bauman and Newman (2013, this is-
issue) offered a concern as to whether individuals’ perception of acts of bullying would be impacted by the chronicity or frequency of the aggression. As the frequency of the bullying incidents increase, individuals would be more likely to attribute the label bullying to the behavior. This perceptual difference coincides with Jones, Mitchell, and Finkelhor’s (2013, this issue) use of repetition to distinguish between online harassment and online bullying. At the same time, based on their cohort analysis, Jones et al. entertained the idea that the public fear of cyber-bullying is out of proportion to its actual prevalence. They attribute this anxiety to the salient and frequent media exposure that this issue has generated. Second, the potential contribution of individual and family factors has become targeted as increasing the risk of exposure to cyber-violence. Low and Espelage (2013, this issue) encouraged researchers to examine family dynamics, especially marital issues, as a contributor to cyber-bullying, whereas Runions and his associates (2013, this issue) suggested that we evaluate not only cyberbullies’ empathy for the victim, but also their perceptions of peer and adult audiences’ reactions to these behaviors.

In summary, although advanced technology creates new opportunities for learning and social networking, it is clear from the articles in this special issue that it also can leave individuals more vulnerable to aggressive and violent behavior perpetration, and to the influence of negative stereotyping. These concerns need to be incorporated into existing policies that are focused on preventing violent behavior, and highlight the importance of technology companies’ continued involvement in maintaining a safer cyber-experience. Jones et al. (2013, this issue) proposed that our social institutions accept some of the burden for confronting technologically based violence. Schools must have policies that not only cover offline bullying but online bullying as well (see also Bauman & Newman, 2013, this issue). In addition, Low and Espelage (2013, this issue) posited that antibullying programs should also include a focus on emotion regulation and the various dimensions of social competence. Their findings further suggest that greater attention should be given to the prevention of alcohol and drug use as a strategy for reducing online bullying. Finally, more research on interventions regarding technology-based aggression and violence are needed so that policies and interventions can be based on empirically supported findings.
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